
Associate Professorship of Embedded Systems and Internet of Things
Department of Computer Engineering
Technical University of Munich

Security-Aware Scheduling for Real-Time Tasks on Multi-Core Systems

Supervisor: Dr.-Ing. Mohammad Hamad
Period: TBD
Start Date: ASAP
Type: Master’s Thesis

Context

Autonomous systems, e.g., in the automotive and the aerospace domain, require on-board data processing and sophis-
ticated control algorithms, which demand high performance computing resources. Therefore, multi-core platforms
become more attractive for embedded real-time systems. Multi-core real-time systems were the topic of dozens of
research papers in last two decades because the scheduling and schedulability analysis of single-core systems are
not straightforward applicable to multi-core systems [3]. As a result of the intensive research, global, partitioned
and clustered scheduling were proposed [1]. Real-time tasks are subject to security threats [2], which jeopardize
the schedulability of time-critical tasks. Hence, we are interested in developing a security-aware scheduling for the
real-time tasks on multi-core systems.

Requirements

� High motivation for learning new things

� Very good programming skills: Python

� Good understanding of real-time systems

� Basic understanding of security

� Basic understanding of Integer-Linear Programming (ILP)

Are you Interested?

please send your full application (CV, current transcript of records) to (mohammad.hamad@tum.de).
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